Data Management Plan

Our data management strategy is aware of the need to balance openness, privacy concerns, protection of commercial information, Intellectual Property Rights, security, data management, and questions of data preservation.

We will comply with all existing and future E.U. regulations. In particular, we have ensured we are GDPR compliant and will remain so. We will also respond swiftly to any data requests made by E.U. authorities.

The following describes the life cycle of the data collected and processed.

1) The handling of data during and after the project?

We have an assigned Data Manager responsible for the data throughout its lifetime. The Data Manager is currently the company director. Security of sensitive data, i.e. relating to individuals, is a high priority. We protect the data through cryptography, storing all sensitive data on the Data Manager’s encrypted hard drive in an encrypted folder.

2) What data is collected, processed and or generated?

Personnel data such as names and email addresses will be collected through our interactions with the clients and other business partners. Its use storage and use be compliant with GDPR. Most of the data we collect is financial and scientific, and although it is commercially sensitive, it does not relate to any natural-born person.

3) What methodology and standards will be applied?

We do not collect any personnel data without the recipient’s positive consent. We aggregate a lot of publicly available data, although this is on incorporated companies’ behaviour and finances.

4) Whether data will be shared and made open access?

On our platform, will make some analysis available publicly. However, the analysis will relate to institutional investors and companies and will not include any data on natural-born persons.

5) How the data will be curated and preserved?

It is stored offline. It will be deleted within one year should the company close or if it is no longer needed. We will review this annually.